Atitit 手机sim卡丢失预案
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## 挂失 需要服务密码

运营商的普遍做法是，在用户知道自己手机卡服务密码的情况下，可直接办理挂失。如果记不住手机卡服务密码，用户需要提供机主姓名、身份证号码以及近1至3个月主动呼叫过的3至5个手机号码

## 设置绑定sim卡和手机号。。

## 冻结重要银行卡 换绑定手机号。。

3）挂失银行卡

对于绑定了银行卡的账户来说，可以先到附近的ATM机连续输入3次错误的密码，冻结银行卡。

## 修改各类重要app密码，换绑手机号。。

## 不要再手机内直接存储身份证信息。。需要二次加密存储。。

、或者note二次加密存储。。因为手机锁屏密码可能强制解锁。。

“理论上可以强行破解开机密码的，一般情况下，丢失后挂失手机还是有用的。”多年从事手机修理工作的张先生告诉记者，一旦用户挂失不及时，不法分子在掌握了机主的身份信息后抢先修改手机服务密码，借机实施盗刷。

## 支付类 app 最好有人脸识别、单日消费限额等设置

为了防患于未然，手机里不要保存自己的身份信息相关的证件照片；支付宝、微信等密码设置要复杂，最好有人脸识别、单日消费限额等设置等；另外，手机设置手机SIM